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The rapid development of modern technology has changed many realities in the world,
and information has a special place among these realities. At present, people meet their
information needs through the media, social networks, etc. pay at the expense of funds. As in
many countries around the world, the coverage of social network users in our country is many
times greater than other media. Of course, the number of children and teenagers among these
users is not small. At the same time, it is impossible not to have harmful information in the flow
of this information. In general, complete protection from harmful information sounds unrea-
listic. However, it is necessary to discourage certain age groups from such information and to
develop legislative restrictions and various mechanisms. The article discusses information
security, prevention of the dissemination of harmful information in relation to age groups and
the application of sanctions in such cases in the legislation.

As you know, the transition to the information society as a strategic priority in the
phase,development of concepts of informatization of society and implementation by age, sex,
language, race, beliefs, religions, worldviews, political views, economic situation, cultural le-
vel, physical Every citizen, regardless of their condition or health should cover. The concept of
information society - information societymeans - production and use of information, infor-
mationresources, basic technologies of the information society andequipment, new information
— telecommunicationstechnologies and techniques, etc. understood. Information The main cha-
racteristics of the society are:mass information needs in societypayment; information economy
in society; societyhigh level of information needs of its members; in societyhigh information
culture, open to community membersexpansion of information networks; single information-
perspectives of formation and development of the environment; information security for
community members; globalizationand the level of integration, and so on. In other words infor-
mationall of society as characteristic features of societyProvide members with adequate and
sufficient informationand high-level information services. Such is the result of all thisit can be
deduced that the information society is an industrial societyin contrast it is a more intellectual
society and higher in peoplecreates conditions for educated, skilled, determined,
comprehensive development.

It is also one of the main factors in the development of society information culture [10].

Keywords: information, age category, information security, harmful information,
prohibited information
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What is information security

Currently, both information security problems relevant for both citizens
and organizations. Information Security is also becoming an important process
in public administration. Information security problems modern views have
expanded considerably and now its important aspects not technological issues,
but management problems and quality of the relevant management system
organizes issues.

Ensuring that information security is a legalcomplex that envisages
organizational and technological aspectsrequires an approach. Recently,
information in our country Unified state policy in the field of security, legal
Improving the base, at the level of government agenciescreation of organi-
zational structures and their functioningalong with the launch of information
security technologypurposeful work in the field of creating componentsis
carried out.

The subject of information security is oftenunderstood as confidentiality,
completeness andas ensuring accessibility. Howeverthe subject of information
security is broader.Information security is not consist of only computers and
networks. Information securiryin modernsociety penetrates all social processes
of society, becomes an integral part of the national security of any state [8].

Although seversl national and international laws attempt to address
human rights considerations in forming information security standards, the
negative reflects on human rights caused by overarching and broad information
security laws and principles has become apparent to civil society advocates.
Guaranteed under the United Nations’ Universal Declaration of Human Rights
(UDHR) and the International Covenant on Civil and Political Rights (ICCPR),
including freedom of expression, freedom of speech, the right to privacy,
freedom of opinion, and freedom of association as some of the most basic
rights of all humans. In response to the creation of the Internet as a new
platform for expressing basic human rights, the UN Special Rapporteur on
Freedom of Opinion and Expression and free expression rapporteurs from
Europe, Latin America, and Africa signed a joint declaration confirming that
“freedom of expression applies to the Internet” in 2011. In July 2012 the UN
Human Rights Council further confirmed that “the same rights that people have
offline must also be protected online,” thus making the formerly mentioned
human rights declarations of UDHR, ICCPR applicable to the Internet. A
number of cybersecurity laws and measures that have been taken by individual
countries could have a negative impact on online speech and freedom of
expression by directly infringing upon such rights or creating a chilling effect
on the desire of people to express their rights[10].

Information security legal measures must refer to the following aspects:
security in electronic communications; use for criminal purposes of
information systems; protection of personal data and private life; certification,
digital signatures and Public Key Infrastructure-PKI etc. Fight against
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cybercrime imposes also the modernization of law enforcement agencies, the
creation of structures specialized in cybercrime, as well as the professional
training in the field of cybercrime of law enforcement bodies.Over the past
years, concerns about human rights violations in information security have
been addressed on both the international and national level.States should
harmonize their legislation to the legislation of international organizations
and each other for effective regulation.

According to many sources, information security is consist of the
protection of information resources, prevention of cyber attacks, effective
protection of personal data of information carriers and non-disclosure to third
parties, protection of state-level database systems, adequacy of sanctions for
violations of this legal relationship. True, this is so. But information security is
not consists of only theses issues. Information security is not just about the
security of the information itself. Information security should also include the
prevention of the negative effects of certain groups of information, such as
harmful information, on certain categories of society, the elimination of such
effects, and the protection of the violated rights of individuals as a result of the
dissemination of such information. So there 2 directions of information
security. We discuss the second direction of information security.as a result,
both situations pose a threat. The first is the threat to the information itself and
to the subject of the information. The second case is the threat posed by direct
information itself.

einformation security is protection of

information resources. it is just
direction about the security of the information
itself.

First

e|Information security is not just about the
security of the information itself.

. . Information security should also include

Second direction [ET protection from negative reflects of

information. it is about security versus

informaiton.

According to the different sources it is considered harmful or illegal
information which break the law of followings and these are covered by
different legal regimes and instruments at the national and international level.

-national security (instructions on bomb-making, illegal drug production,
terrorist activities);

-protection of minors (abusive forms of marketing, violence, pornography);

-protection of human dignity (incitement to racial hatred or racial
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discrimination);

-economic security (fraud, instructions on pirating credit cards);

-information security (malicious hacking);

-protection of privacy (unauthorised communication of personal data,
electronic harassment);

-protection of reputation (libel, unlawful comparative advertising);

-intellectual property (unauthorised distribution of copyrighted works,
e.g. software or music) [11].

Althought there are useful aspects of internet but there is negative sides.
They are rised problems in commercial, public, political, and legal interest.
Reflecting these issues EU adopted the desision. The EU Commission is fully
aware of the importance of these issues.EU Commission noted that when the
information is considered illegal and harmful information.

- if the right balance between ensuring the free flow of information
andguaranteeing protection of the public interest is disturbed. There are two
elements

- free flow of information

- guaranteeing protection of the public interest

According to the EU Commission it is a test for determining illegal and
harmful information.These problems need innovative and specific solutions
which rapidly co-ordinatedwith EU and international level.

We are right to think that the Internet is useful in the reality we live in.
However, this is not always beneficial, especially as it can become an
uncontrolled and dangerous place for children. There is enough information for
children on the Internet, but we must not forget that there is harmful
information. Protecting children is one of the main responsibilities of society.
Each of us must protect them, protect their rights. It is necessary not only to
provide, but also to protect against harmful information spread on social
networks and the media. Of course, the root of the solution to this problem is
education.

At a time when there is free access to the Internet, the vast majority of
people use the Internet, especially social networks, making it difficult for
children to protect themselves from harmful information. In connection with
the implementation of the age-appropriate right of children in our country, the
Law "On Protection of Children from Harmful Information", which defines
measures to protect children from harmful information and regulates relations
in this area, came into force on January 1, 2020. It should be noted that the law
consists of 19 articles and 5 chapters [7]. Prioritizing the interests of children,
ensuring their rights and freedoms, creating conditions for the circulation of
information products that are safe for their life and health, ensuring their
comprehensive development and socialization, as well as violence, cruelty,
alcohol and energy drinks, as well as tobacco, anti-social behavior and so on.
Inadmissibility of dissemination of information is one of the main principles of
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the law. As for information that is prohibited for circulation among children, it
includes information that promotes violence and cruelty, anti-social and illegal
actions, as well as information that promotes crime, acts that pose a potential
threat to children's lives and safety, discredits the family institution, immoral
lexical (swearing) content and so on. In addition, the law specifies the accuracy
of information restricted to children of certain age groups. These include
information that demonstrates violence and cruelty, information with non-
domestic lexical (slang) content, information with fear.

It should be noted that the law also carries out the age classification of
information products. Thus, the classification of information products accor-
ding to the age category is determined taking into account the characteristics of
normal mental development of children belonging to different age groups.

It is not allowed to disseminate information products prohibited for
children without the use of administrative, technical software and equipment in
places where children can be. The producer and disseminator of information,
the circulation of which is prohibited or restricted among children, shall be
obliged to comply with the rules established by the said Law. Penalties are
applied in case of violation of the law.

It is not allowed to distribute information products prohibited for
circulation among children in educational institutions for children, medical,
sanatorium-resort, physical education and sports, culture, recreation and health-
improving institutions or at a distance of less than one hundred and fifty meters
from the borders of these institutions. Otherwise, administrative liability is
envisaged. Thus, individuals are fined in the amount of five hundred to one
thousand manats, officials in the amount of one thousand five hundred to two
thousand five hundred manats, legal entities in the amount of three thousand to
four thousand manats.

Relations related to the protection of children from harmful information
are regulated by the Law "On protection of children from harmful information"
dated October 30, 2018. This Law is in force from January 1, 2020 [7].

The legislation of the Azerbaijan Republic on protection of children from
harmful information consists of the Constitution of the Azerbaijan Republic,
international agreements to which the Azerbaijan Republic is a party, this Law
and other normative legal acts.

Harmful information for children is information that is not intended for
children and has a negative impact on the physical or mental health of the
child, as well as information that distorts their spiritual, mental, physical or
social development through the formation of distorted social perceptions.

The main principles of protection of children from harmful information
are the interests of children, ensuring their rights and freedoms, creating
conditions for the circulation of information products that are safe for their life
and health, ensuring their comprehensive development and socialization,
violence, cruelty, drugs and psychotropic substances, alcohol. the inadmissi-
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bility of alcohol and tobacco products, anti-social behavior, the dissemination
of pornographic information, the introduction of harmful information products,
as well as the prevention of offenses against children using information
technology and the implementation of international cooperation in protecting
children from harmful information [8].

Prohibited information among children includes information that
promotes violence and cruelty, information, anti-social and illegal actions, as
well as crimes and acts that pose a potential threat to their lives and safety,
discredits the family institution, immoral lexical (swearing) content,
pornographic information is done.

Information with limited circulation among children of a certain age
group includes non-domestic lexical (slang), fearful, erotic information that
demonstrates violence and cruelty.

It is not allowed to disseminate information products prohibited for
children without the use of administrative, technical software and equipment in
places where children can be. The circulation of information restricted to
children of a certain age group shall be carried out in accordance with this
Law. The producer and disseminator of information prohibited or restricted to
children shall be obliged to comply with the rules established by this Law [11].

Age classification of information products is carried out in accordance
with the Law. The classification of information products according to age
category is carried out as follows, taking into account the characteristics of
normal mental development of children belonging to different age groups:

- "universal" - there are no restrictions on circulation for any age group;

- "Under 6 years old" - circulation among children under the age of six is
allowed;

- "from 6 years" - circulation is allowed among children over six years of age;

- "From 12 years old" - circulation among children over twelve years of
age is allowed,

- "From the age of 16" - circulation is allowed among children over the
age of sixteen;

- "From 18 years old" - circulation among children is not allowed [7].

Classification of an information product by age shall be carried out by its
producers before the circulation of the product in the territory of the Azerbaijan
Republic independently or with the participation of an expert in accordance
with the law.

The classification of information products by age assesses the subject,
genre, content and artistic design of the information product, the characteristics
of the acquisition of information by children of a certain age, the likelihood of
information harming children's health and physical, mental and moral
development. Evaluation of seized information products is carried out in
accordance with the legislation of the Republic of Azerbaijan on education,
taking into account the requirements of the said Law.
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Information products belonging to the "universal" age category include
information products intended for general use that do not harm the health and
development of children. The "18 years old" category includes information
products prohibited by law for children. The rules for assigning products to age
categories shall be established by the relevant executive authority.

Broadcasters of information products are obliged to ensure the placement
of the age-appropriate sign of the information product and the text on the age
restriction in a special frame before the presentation of each information
product during the provision of television, film and video services.

Individuals and legal entities providing telecommunications services
must take measures to protect children from harmful information in accordance
with the Law on Telecommunications. Appropriate measures are taken by
individuals and legal entities providing telecommunications services to protect
children from harmful information where possible, with the use of technical
software and hardware. Internet information resources should include a
warning text restricting the dissemination of information products among
children.

Advertising of information products intended for children (including
telecommunication networks, including information products disseminated via
the Internet and cellular (mobile) communication networks) on their invol-
vement in the development of harmful information products is not allowed.
The content and artistic design of information products must correspond to the
content and artistic design of information products intended for children under
six years of age. must fit into the category.

The first and last pages of a printed publication intended for distribution
to a limited number of persons, the front and back cover of a printed product or
other printed product shall not contain information that is prohibited for
circulation among children. It is not allowed to disseminate information
products prohibited for circulation among children in educational institutions
for children, medical, sanatorium-resort, physical education and sports, culture,
recreation and health facilities or at a distance of less than one hundred and
fifty meters from the borders of these institutions.

Examination of information products for the purpose of age classification
is carried out by natural persons (experts) who have received a qualification
certificate from the relevant executive authority in accordance with the law.
The relevant executive authority shall maintain the register of experts and
expert organizations and control their activities.

Examination of an information product for the purpose of age clas-
sification shall be organized by the manufacturer or distributor of the
information product in accordance with the said Law.

The manufacturer and (or) distributor of an information product shall, in
accordance with the expert opinion, mark the information product in
accordance with the age category or replace the previous age category sign
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with another age category, in order to prevent children from obtaining in-
formation products prohibited for children. application of seized administra-
tive, technical software and equipment and cessation of dissemination of
information products prohibited or restricted to children, without application of
administrative, technical software and equipment provided for in this Law,
including at a time convenient to children and in public places or completely
withdrawn from circulation. makes one of the decisions [8].

The Code of Administrative Offenses of the Republic of Azerbaijan [2]
provides for liability for violation of the legislation on the protection of
children from harmful information. Thus, according to Article 388-2 of the
Code of Administrative Offenses, violation of the legislation on protection of
children from harmful information, ie dissemination of information products
prohibited for children without the use of administrative, technical software
and equipment, protection of children from harmful information Dissemination
of information products in the country without providing age classification in
accordance with the Law of the Republic of Azerbaijan, as well as without
marking in accordance with the relevant age category, except for cases
specified by this Law before the presentation of the product in a special frame
about the age category of the information product and the age limit, as well as
in Internet information resources not to place a text on the warning restricting
the dissemination of information products among children, not to carry out the
warning about the age category of this information product during the
broadcast of information products of "18+" age category on TV and radio, and
not to sound during radio broadcasting, in information products intended for
children (including telecommunication networks, information products
disseminated via the Internet and cellular (mobile) communication networks)
to place advertisements on their involvement in the production of malicious
information products, on the first and last pages of the printed publication
intended for distribution to a limited number of persons; on the front and back
cover of another polygraphic product to reflect information that is prohibited
for circulation among children or to disseminate that information product
without packaging, to circulate among children Individuals in the amount of
five hundred to one thousand manats individuals shall be fined in several
amount [2].

Undoubtedly, children's literature, which is an integral part of fiction, is
one of the direct means of education and the formation of a new generation of
artistic taste. For this reason, each literary example, in addition to having a
positive impact on the formation of our future children, should be written in a
content and style appropriate to the psychology and interests of children.It
should be noted that the use of the means does not meet the requirements of the
relevant legislation of the Republic of Azerbaijan, taking into account the
negative effects of the expressions used in the above-mentioned printed
product on minors. Thus, the information that discredits the institution of the
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family is classified as information prohibited for children. According to Article
4 of the Law of the Republic of Azerbaijan "On protection of children from
harmful information", the distribution of these information products among
children is prohibited [7].

It should be noted that according to Article 388-2.0.2 of the Code of
Administrative Offenses[2 ], the information product is classified according to
age in accordance with the Law of the Republic of Azerbaijan "On protection
of children from harmful information", as well as except as provided by this
Law. There is an administrative liability for distribution in the country without
marking according to the age category.

According to the “Rules for assigning information products to age
categories” approved by the Resolution of the Cabinet of Ministers of the
Republic of Azerbaijan dated July 29, 2020 [9], the dissemination of infor-
mation products without an expert opinion causes administrative liability.

As the State Committee for Family, Women and Children's Affairs, we
emphasize that the dissemination of such information products for the use of
children is not expedient, and we note that appropriate measures will be taken in
accordance with the law for the dissemination of information.

According to the Code, the dissemination of information products prohibited
to children, without the use of administrative, technical software and equipment,
without providing age classification, as well as the dissemination of information
products in the country without marking the relevant age category, for non-
placement of the age category sign and age limit of the information product in a
special frame before the demonstration of each information product during the
broadcasting of television, film and video services by the broadcasters, as well as
the warning on the Internet information resources restricting the dissemination of
information among children individuals in the amount of 500 to 1000 manats,
officials in the amount of 1500 to 2000 manats, legal entities in the amount of
3000 to 4000 manats is intended. In addition, individuals are prohibited from
distributing prohibited information among children in educational institutions for
children, medical, sanatorium-resort, physical education and sports, culture,
recreation and health facilities, or less than 150 meters from the borders of these
mstitutions. manat to 1,000 manat, officials will be fined from 1,500 to 2,000
manat, legal entities will be fined from 3,000 to 4,000 manat [2].

At the same time, when broadcasting information products of the age
category "18+" on TV and radio, the warning about the age category of this
information product should not be carried out with a signal during television
and radio broadcasting, in information products for children (telecommuni-
cation networks, including the Internet children on the front and back covers of
printed matter and other polygraphic products, including advertisements on
information products and cellular (mobile) communication networks, their
involvement in the production of harmful information products; A fine of the
same amount shall be imposed for the disclosure of information prohibited for
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circulation or distribution of that information product without packaging [11].

According to the law, the dissemination of information products, the
circulation of which is prohibited among children, is not allowed in places
where children can be, without the use of administrative, technical software
and equipment. The producer and disseminator of information that is pro-
hibited or restricted to children is obliged to follow these rules.

The law does not allow the information on the first and last pages of a
printed publication, on the front and back cover of a printed product or other
printed product to be prohibited for children to circulate. But for the
implementation of the law, mechanisms must be created that everyone con-
siders acceptable. Mechanisms should be designed to facilitate the dissemi-
nation of information that is useful to society, as well as information that is
harmful to children. Given the rapid development of the global Internet and
technology, the protection of children from harmful information, as well as
educating them to ensure their information security is one of the most pressing
issues today.

In the world of modern technology, it is good for children to be aware of
innovations, to search, to be interested. It increases their outlook, information
and data. and the development of video materials. The development of the
global Internet has made us very secure in the virtual world. At present, there
are no borders to ensure our "security". We receive various types of informa-
tion from the Internet en masse, and even fall under this flow of information. In
the virtual world, we are deprived of this inner immunity, not because of our
physical existence, but because of our virtual existence, and because there are
no barriers that will ensure our "security". And there are no borders. Our
profile on social networks has been hacked many times, and by analogy, it is
like a stranger entering our house without permission. Please note that our
social media profile, e-mail and other electronic registrations contain all the
information about our personal and business life. If interference can occur at
any time, then we are in danger [12] .

How to solve the security problem in the virtual world

Unfortunately, we do not fully understand how to ensure the safety of our
children in the virtual world, how to protect them from possible unpleasant
situations, and there is uncertainty in this regard. Access is available to anyone
from anywhere in the world. And because we are not physically in this world,
we do not subconsciously feel afraid of contact with a stranger, so we
communicate, write, and sometimes make friends with any stranger. In normal
life, children have very little access to restricted or prohibited unethical, illegal
and other such means of printing. On the Internet, any information is like an
open buffet. Therefore, children's access to certain sites on the Internet,
especially social networks, should be restricted and strictly controlled.

The dissemination of information in electronic and print media that
directly allows the identification or disclosure of minors who have been
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subjected to illegal or unethical acts should be prohibited. Information that
contradicts our national mentality and values and promotes non-traditional
human relations should also be prohibited. should come up from time to time

It is no secret that our children are sometimes blackmailed, insulted and
threatened through social networks, knowingly or unknowingly, and every day
they come across information that promotes crime. We do not intend to create
the impression that the Internet and social networks are bad and dangerous.
The reasons listed above alone make it necessary to restrict children's access to
certain sites on the Internet.

Another aspect of the issue is the protection of children from harmful
information. As you know, the media is an open platform. Children can read
the materials there as adults. In this regard, what we call a child is a slightly
broader concept. Adolescents, adults and so on.the incoming information can
be noted. This is the case in most developed foreign countries. There is a
question of marking information in the legislation that puts signs on television,
for example, in movies (for example, 18+) and so on.

According to the modern level of development in mass communications
and information technologies, parents and teachers are often unable to protect
children from information that is negative or may be harmful to them. [10]

Article 2 of the Law of the Republic of Azerbaijan on National Security
of 2004 [3] is called the objects of national security of the Republic of
Azerbaijan. According to the law, the objects of national security include man -
his rights and freedoms, society - his material and moral values, the state - its
independence, sovereignty, constitutional order and territorial integrity. Article
3 is called the subjects of national security of the Republic of Azerbaijan. By
subjects, the subjects of national security of the Republic of Azerbaijan are the
state authorities established to ensure the security interests and needs of the
people, society and the state. Dissemination of harmful information and
violation of the rights of any individual from it is a direct violation of this law.
Because, depending on the content, the dissemination of harmful information
means a violation of society - its moral values. Thus, as subjects of national
security, public authorities must take important measures to protect society and
its moral values by controlling the dissemination of harmful information.

The legislative practice of the Republic of Azerbaijan in this area is
relatively poorly developed. In this area, we can cite the few normative legal
acts mentioned above. However, there is a serious need for improvement in this
area. Improvements should be made first at the legislative level and then at the
practical level. This may include the preparation and adoption of draft laws
regulating this area, as well as amendments to existing legislation covering the
same legal system, and instructing the relevant agencies to intensify work in
this area and monitor them. For example, Article 33 of the Law of the Republic
of Azerbaijan on Access to Information [4] is called the requirements for
Internet information resources. It contains information on what information is
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allowed to be placed on Internet information resources. At the same time, it
was noted what information he refused to post. It is shown here that-obsolute,

-incomplete,

-Only inaccurate or confusing information Internet information resources

The placement of these listed information resources is denied. However,
these concepts do not cover the concept of harmful information. Therefore, there is
no provision in the law prohibiting the posting of harmful information. At the
same time, it was not specified what information was related to the malicious
information. It is true that the Law Of The Republic Of Azerbaijan provides a
number of definitions on the protection of children from harmful information.
However, children are considered here only as a specific risk group. In each case,
the definition of malicious information has not been given and it has not been
determined what information falls within its scope. We propose to add to the
relevant article of the Law of the Republic of Azerbaijan on Access to Information
[4] the concept of harmful information and which information belongs to it.
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ZORORLI INFORMASIYA - INFORMASIYA TOHLUKOSIZLiYININ
OBYEKTI KiMi VO ONDAN QORUNMA VASITOLORI

A.M.HACIYEVA
XULASO

Bir ¢ox monbolors osason informasiya tohliikasizliyi informasiya ehtiyatlarinin qorun-
masi, kiberhiicumlarin qargisinin alinmasi, fordlorin soxsi molumatlarinin informasiya dasiyici-
larinin effektiv sokildo miithafizo olunmasi vo tiglincii soxslora Stiiriilmomosi, dovlot soviyyeli
database sistemlorinin miihafizosi, bu hiiquq miinasibstlorinin pozulmasina gore qanunveri-
cilikdo nozords tutulan sanksiyalarin adekvat voziyyoto gotirilmosindon ibaratdir. Dogrudur bu
beladir. Lakin informasiya tohliikasizliyi yalniz bunlardan ibarat deyildir. informasiya toh-
liikasizliyi yalmz informasiyanin ziiniin tohliikasizliyini nazords tutmur vo tutmamalidir. In-
formasiya tohliikasizliyi, elaco do miisyyan qrup informasiyanin, masalen, zararli informasiya-
nin comiyyatin miloyyan kateqoriyasina manfi tasirlorinin qarsisinin alinmasini, bels tasirlorin
aradan qaldirilmasini, bu ciir informasiyanin yayilmasi noticesindo fordlorin pozulmus hii-
quglarinin miidafio olunmasini ehtiva etmalidir. Milasir texnologiyanin siirotli inkisafi diin-
yada bir ¢ox realliglart doyisib vo bu realliglar i¢orisinds informasiya da xiisusi yer almaqdadir.
Hazirda insanlar informasiyaya olan ehtiyaclarint KIV, sosial soboka va s. vasitolor hesabina
Odayirlor. Diinyanin bir ¢ox 6lkolorinds oldugu kimi 6lkomizds do sosial goboko istifadagi-
lorinin ohato dairosi digor informasiya vasitolorindon dofoslorle boyiikdiir. Tebii ki, bu istifa-
dogilor arasinda usaqlarin, yeniyetmolorin do say1 he¢ do az deyil. Eyni zamanda bu informa-
siya axin1 arasinda zororli informasiyanin olmamasi miimkiinsiizdiir. Umumilikde zororli infor-
masiyadan tamamilo qorunmaq geyri-real saslonir. Lakin miioyyon godor miiyyan yas qrupla-
rin1 bu ciir informasiyadan g¢okindirmok vo ganunvericilik soviyyssindo mohdudiyyatlor vo
miixtolif mexanimzlor hazirlamaq miitlogdir. Moaqgalodo informasiya tohliikesizliyi, yas qrup-
laria miinasibatds zerorli informasiyanin yayilmasinin qarsisinin alinmasi ve qanunvericilikda
belo hallara goro sanksiyalarin totbigindon bohs edilir.

Acar sozlor: informasiya, yas kateqoriyasi, informasiya tohliikesizliyi, zerorli infor-
masiya, dovriyyosi qadagan edilon informasiya

BPEJJOHOCHASI UTH®OPMAIIMS - KAK OFBEKT HH®OPMAIIMOHHOM
BE3OITACHOCTHU 1 CPEJICTBA 3AIIUTHI OT HEE

AM.TA’KHEBA
PE3IOME

CorjacHO MHOTMM HCTOYHHMKAM, MH(POpMalMOHHAs 0e30MacHOCTh — JTO 3allIUTa HH-
(OpMaMOHHBIX PECypcoB, MpenoTBpalleHHe KuOepaTak, >(h(eKTUBHAs 3allUTa MepCOHANb-
HBIX JaHHBIX HOCHTEJeH MHMOPMAIMK M HepasIJallleHue UX TPEThUM JIMLAM, 3allliTa CHCTEM
0a3 JaHHBIX TOCYIapCTBEHHOIO YPOBHS, aJleKBATHOCTh CAHKIHMH 3a HAPYIICHHUs 3TOrO Ipa-
BOBbIe OTHOIIEHHS. BepHo, aTo Tak. Ho nHdopmannonHas 6e300acHOCTh — 3TO HE €IUHCT-
BeHHoe. MHpopMaronHas 6e30MacHOCTh — 3TO HE TOJIbKO 0€30IacCHOCTh caMoil MH(opManum.
WNudopmanmonHas 6e30MacHOCTh JOJDKHA BKIFOUaTh B ce0s TakKe MpeJI0TBpallCHUE Hera-
TUBHOTO BO3JICHCTBHS OTICIBHBIX TPYyNI HH(GOPMAIMH, HAIpPUMEpP BPEIOHOCHOW HHOOP-
MalliH, Ha OT/ENbHbIE KaTeropuH OOIIEeCTBa, YCTPAHEHHE TAKOTO BO3JCHCTBHS, a TAKXKE 3alllu-
Ty HapylIeHHBIX TpaB JHIl B pe3yJbTaTe pacmpocTpaHeHHs Takas wuHpopmarms. Crpe-
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MUTEIBHOE Pa3BUTHE COBPEMEHHBIX TEXHOJOTHMH M3MEHWJIO MHOTHE PEaJbHOCTH B MUpE, U
0co00e MECTO cpelu 3TUX peajuii 3aHuMaeT uHpopmanus. B HacTosIee Bpemst OO yIOB-
JICTBOPSIFOT CBOM HH(OpMAIMOHHBIC TOTPEOHOCTH Yepe3 CPEICTBa MacCOBON HH(OpMAIUH,
COIMAJIbHBIE CETH U T.II. OMJIAYMBAIOT 3a CUET JEHEKHBIX cpelcTB. Kak 1 BO MHOTMX CTpaHax
MHpa, OXBaT I0JIb30BATEJIEH COLMAIbHBIX CETEl B HAllle CTpaHE BO MHOIO pa3 MPEBBILIAET
oxsat apyrux CMU. Koneuno, cpeay 3THX MOJIB30BaTENe HEMAJO JeTel U OAPOCTKOB. B TO
’Ke BpeMs HEBO3MOKHO He MIMETh BPEIOHOCHON WH(POPMAaNNU B IOTOKE 3TO¥ mHpopMarni. B
oOrmeM, MoJTHAs 3alUTa OT BPEIOHOCHOW WH(POPMANWU 3BYYUT HepeanbHO. OmHAKO HEOOXO-
IMIMO OTTOBapHWBAaTh ONPEACICHHBIC BO3PACTHBIC TPYNMBI OT TaKOH WH(pOpPMaNWu W pa3pada-
THIBaTh 3aKOHO/IaTEIbHbIE OTPAHUYEHUS U pa3InuHble MEXaHU3MBbL. B craTthe paccMaTrpuBaeTcs
nHpOpPMaNNOHHAs 0€30MacHOCTh, MPEIOTBPAIICHIE PACIPOCTPAHCHUS BPEIOHOCHOW HMH(OP-
MalMu B OTHOILICHUU B03paCTHI)IX I‘pyl'IH u HpI/IMeHeHI/Ie CaHKHI/Iﬁ B TaKHUX cnyqaﬂx B 3a-
KOHOJIaTeJILCTBE.

KaioueBsbie ciaoBa: nHpopmMaiys, Bo3pacTHasi Kareropus, HH(GopMalnoHHas Oe3ornac-
HOCTb, BPEJIOHOCHAsI HH(OpMaIXs, 3arpelieHHas HHPOopMaIys
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B cmamve paccmampusaromes 603MONCHOCMU COBPEMEHHO20 UHHOBAYUOHHO2O PA36U-
Must HAYUOHATLHOU JKOHOMUKU A3epOailodcana ¢ UCNONb308aHUEM OOCMUNCEHUN HAYYHO-
MEeXHONI02UYECK020 Npo2peccd, ¢ NPUBiedeHue HAYUOHAIbHO20 HAYYHO20 NOMEHYUALA U OPY2UX
PeCypcos, 4mo no360aum peuunis 00HY U3 6adICHbIX 3a0ay peanu3ayuu 20Cy0apCmeeHHoU no-
JIUMUKU, MAKUX KAK OOCMUICEHUe CMAOUTbHOCIU IKOHOMUKU, OOCHUINCEHUE BbICOKO20 YPOGHSL
IKOHOMUKU U NOGBIULEHUE KAYECMBA ICUSHU HACELeHUS, UHMeSPAYUIo 8 MUPOBYIO IKOHOMUKY.

KunroueBble cjioBa: HayqHO-TeXHOJIOrHYeckuil nporpecc, BBII, sxoHOMuueckue nHHO-
BaIlUH, MHIyCTPHATN3AIN, HAIMOHATbHAS IKOHOMHKA, TEXHOMIAPKH.

HayuHo-TexHONnOrnueckud mporpecc — 3TO HENPEPBIBHBIA MPOLIECC
BHEJIPEHUsI HOBBIX TEXHOJIOTMH M TEXHUKHU JUIsl OPraHU3alny MPOU3BOJCTBA U
TpyJla Ha OCHOBE JOCTIKEHUM HaydHbIX 3HaHUU. ColuaIbHO-35KOHOMUYECKOE
COCTOSIHME CTpaHbl HANPSAMYIO CBSI3aHO C €€ TEXHOJOTMYECKUM Pa3BUTHEM.
[Ipouecc co3maHusi HOBBIX TEXHOJIOTMM HA OCHOBE HAay4YHBIX 3HAHUM BBICTY-
MaeT pelariuM GakTopoM SKOHOMHUYECKOIO pOCTa U YBEITHYEHHUs Oiarococ-
TOsIHUS HaceneHus. [103ToMy 1o MOHATHEM HOBBIE TEXHOJOTHH MOHUMAKOTCS
CpeICTBa OPraHU3AIMOHHOTO M TEXHUYECKOIro Xapakrepa, oOecreurBaroline
MOJYyYEHUE MATEPUAIBHON WJIM MHTEJUIEKTYaIbHOW NpoayKiuuu. B HacTosmee
BpeMsl TEXHOJOTUYECKHM MTPOrpecc CBsI3aH C MOHATUEM MHHOBALMOHHOIO ITPO-
1ecca U MpU3HAETCSl BO BCEM MHpE B KAaueCTBE Ba)KHEHIIEro (pakropa 3KOHO-
Muueckoro paszsutus [1]. Mcnonp3oBaHMe MUPOBOIO MHHOBALIMOHHOIO PAa3BU-
THSL B COLMATBHO YKOHOMHUYECKOU cdepe, TO3BOIUT PEIINTh OJHY U3 BaKHBIX
3a/la4y peanusaliy rocydapCTBEHHOM MOJIMTUKH JIF0OOOT0 TrocyAapcTBa - J0C-
TUKEHUE BBICOKOT'O YPOBHS M KaueCTBa >KU3HU HaceneHus. i 3Toro Bo riaBy
yria CTaBUTCS CO3JaHUE HAMOHAIBHOW WHHOBALIMOHHOW CHUCTEMBI, KOTOpas
OyZeT onmuparbcs Ha HAYYHBIA MOTEHIIMAN CTPAaHBl U HA BHEJPEHUE TOCTHKE-
HUM HAay4YHO-TE€XHOJIOTMUYECKOro Iporpecca. JloctatToyHoe MIMPOKOE BIUSHUE
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HTII na Bce cdepbl SKOHOMHUYECKOW NEATEIbHOCTH (HOPMUPYET COIUATBHO-
SKOHOMUYECKYIO CUCTEMY, B KOTOPOM JIOMUHUPYIOUIYIO POJIb UT'PAaeT MHHOBA-
LUOHHAs AESITENbHOCTh. BiausiHUe 3TON NEATENbHOCTH HA YKa3aHHYIO CUCTEMY
MPUBEJIO K MpPOLlecCaM, HA3bIBAEMBIM COLIMAJIbHbIE MHHOBalMU. ColMalIbHbIC
WHHOBAIIMK NMPUHUMAIOTCS KaK HOBBIE COLIMAIBHBIE CUCTEMbl B 00pa3oBaHUM,
3JIpaBOOXPAHEHUH, CUCTEMbI OOIIECTBEHHBIX KOMMYHHUKAIIUH, UCTIOIB3YIOIIHE
WHHOBALIMOHHBIE NOoax0/1bl U TexHosoruu. HTII HenocpencTBenHo 3arparuBa-
€T TPOU3BOACTBCHHYIO c(epy: yiydiiaeT mporu3BOJICTBEHHBIC MOIIHOCTH; Ha-
panmMBaeT NpoOU3BOICTBEHHYIO MAcCy; MOBBIIIAET TPOU3BOJUTENBHOCTD TPYAA,
a TaKKe CYIIECTBCHHO BIHSIET Ha c(hepy YCIyT, OJIHY U3 CaMBIX Pa3BUBAIOIINX-
csi chep PKOHOMUYECKUX OTHOIICHUH BO BceM mupe. B mocnenHee BpeMs He
TOJILKO TOBaphl CIIOCOOHBI BIMSTh AKTUBHO HA SKOHOMHYECKHU POCT, HO H
pa3HoOOpa3Hble YCIYTHU, KOTOPHIX CTajJo B pa3bl OOJblIE 3a MOCIEIHUE He-
CKOJIBKO J1€CATKOB JIeT [2]. HayuyHO-TeXHOJI0rH4ecKHil Mporpecc npeacTaBIIseT
co00l 0OBEKTUBHBIN MPOIECC, KOTOPBIA O0BEANHSIET B c€0C COBEPIICHCTBOBA-
HUE CPEJICTB U PEIMETOB TPY/Ia, TEXHUIESCKUI METOZ0B U (JOPM OpTraHU3aAINH
IIPOU3BOJICTBA HA OCHOBE IIMPOKOIO MCIOJb30BaHUS JTOCTUKEHUN HAYKH, 3HA-
HUI W pa3BUTHUS MMPOU3BOAUTENBHBIX CUJI B oOmmecTBe. Ha cerogusmHuii 1eHp
HTII 3anuMaer oAHO M3 BEAYLIUX MECT B MHUPOBOM XO35HCTBE, BIMSS Ha BCE
cdepbl ero AesTeIbHOCTH, BKIIIOYAsi TOPTOBJIIO, MUTPAIIAIO TPY/AA U KaluTaia,
SIBJISIETCS] IBUTATEJIEM BCEM SKOHOMUKH OTIEIbHO B34ATOM cTpaHbl. He ocraercs
B CTOPOHE OT MHHOBAIIMOHHOTO OXXHMBJICHHUSI COOCTBEHHOW YKOHOMUKHU H A3ep-
Oaipkan. B cTparernm pa3BUTHS HaIMOHAJIBHOW IKOHOMHUKH A3epOaikaHa
Ha 2020 ropa, HapsALy ¢ pa3BUTHEM MHHOBAILIMOHHOIO MPEANPUHUMATENIBCTBA U
CO3/IaHHEM OJIarONpPUSATHON CPEIbl Ui Pa3BUTHS HOBBIX BHUJIOB AESITEILHOCTU
Y MPOAYKTOB, TUIAHUPYETCS YCUIICHHE MEP 10 TMepeiaye U UCTIOIb30BaHUIO T1e-
PEIOBBIX TEXHOJIOTHI, a TAK)KE 10 CO3AaHUI0 MHAYCTPUAIbHBIX MMAPKOB U HUH-
HOBALIMOHHBIX 30H JJI pa3pa0d0TKu U MPUMEHEHUS HAYKOEMKOU MPOJYKLIHUU U
texnonoruii. C 2005 roga BO MHOTHX ropojiax U paioHax AsepOaiiKaHCKON
PecnyGnuku co31anbl MPOMBIIITIEHHBIE 30HbI, HHAYCTPUAIbHBIE TAPKU U arpo-
MapKu; MPOBOJIUTCS paboTa MO KiacTepu3aluud U JUBEPCUPHUKALUU HALKO-
HATHHOW KOHOMUKH. BBUIM TIPEIPUHSITEI HEKOTOPhIE maru it (GopMHUpOBa-
HUS HallMOHAJHLHON WHHOBAIITMOHHOW cHUCTEeMBbI B A3zepOaiimkaHckoit Pecry0-
JuKe, co3nanbl LleHTp Hay4YHBIX MHHOBALMM HALMOHAJBHOW aKaJeMHUU HayK
Azepbaiimxana 1 QoHJ pa3BUTHUS HAYKH, MPUHATHI 3aKOHOJIATEJIbHBIE U HOP-
MaTUBHBIC aKThl, PEryJIHPYIOMIHE 3Ty 001acTh. bojee KOHKpETHBIC MIaru Io
noaaepxkke MCII (Mano u cpeaHero mpeanpUHUMATEIbCTBA) ObUIM MPUHSATHI
nocsie co3nanus ArenrcrBa Paszsutus Manoro u Cpeanero busneca ykasom
npe3usieHTa ot 28 nexkadbps 2017 rona, a MaHaaT areHTCTBA OBLT JIOTIOJTHUTEIb-
HO c(hopMupoBaH ykazom ot 26 utons 2018 roxa. [lpuHumMaroTcs maru mo J1oc-
TH)KEHUIO HAIMOHAJIBHBIX 1eJieH, yBenudyeHue npupocta BBII, coznanue pa-
00YMX MECT, U yBEJIMUYEHHE SKCIOPTHOH mpoaykuuu [3]. B Hacrosiee Bpems
YCUJIMBAETCSl 3HAUE€HHWE MHHOBAIMOHHOTO (akTopa B HKOHOMHUKE CTpPAaHBI.
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[Ipexe Bcero MHHOBAIIMOHHOE PAa3BUTHE HAIMOHAIBHOW YKOHOMHUKH JIOTKHO
ONMHPATHCS Ha COOCTBEHHBIE PECYPCHI, B TOM YHCJIC U HAa COOCTBEHHBIN Hayd-
HBIN TOTeHIMal. BHYTpeHHSI ¥ BHEUIHSS TMOJUTHKA, MPOBOAAIIANACS B A3ep-
OaifpkaHe clieranga BO3MOXKHBIM JOCTH)KCHHE YCIIEXOB B HayyHO# cdepe. Hay-
Ka SIBJIICTCS] BAKHBIM PE3EPBHBIM HCTOYHHKOM CTPaHbI B CTPOUTEILCTBE HE3a-
BUCHMOTI'0 TOCYJIapCTBA, €T0 COIMAIbHO-DKOHOMHYECKOTO 1 JTyXOBHOT'O Pa3BHU-
tus. 3a nocaeanaue 20 et ObUT IPHUHAT P BaKHBIX JOKYMEHTOB B 00JIaCTH
pPa3BUTHS HAYKH, COXPAaHEHUS HAyYHO-TEXHUYECKOTO IMOTEHIMAa, TOATOTOBKH
BBICOKOKBIM(UITMPOBAHHBIX KaJPOB B 00JaCTH HayKH, 0Opa30BaHMsI, IKOHO-
MHKH U TIOBBIIICHHUS MX aBTOpUTETa B oOmiecTtBe. B Tabmuie 1, nmpuBeneHbI
JAHHBIC IO KOJWYECTBY OpPraHU3aIMil W YMcjia Hay4YHBIX PAOOTHHKOB, y4acT-
BYIOILIMX B Pa3JIMUHBIX HAYYHBIX MPOEKTAX U MCCICTOBAHUAX 3a MOCIIETHUE
roJibl (10 MaHAEMHUYECKUI TIEPHOI).

Taoauna 1
KoanuyecTBO Opranm3anmii 1 YucJI0 HAYYHBIX PA0OTHHKOB,
YYACTBYIOIIMX B Pa3JIMYHBIX HAYYHBIX MPOEKTaxX

IokazaTean | 2010 2011 2012 2013 2014 2015 2016 2017 2018 2019

145.0 143.0 140.0 140.0 145.0 141.0 135.0 137.0 133.0 132.0

HAYYHO-HCCJIe-
JI0BaTEILCKHE
opr-u
(KOJIH4YECTBO)

TeJIbCKOM
eI TeJIbHOCTBIO (YMCJI0)

17924.0 | 18687.0 |21573.0 |22358.0 |23329.0 |23093.0 |22527.0 |20580.0 |20179.0 |20790.0

npenogasareau BY3os,
3aHATHIE
HAay4YHO-HCCJIe0Ba-

843.0 933.0 1329.0 | 1392.0 | 1554.0 | 1534.0 | 1476.0 | 1414.0 | 1415.0 | 1466.0

HaYK,

B TOM 4HCJIe
JOKTOPOB
npogeccopon

3554.0 | 3727.0 | 5433.0 | 5444.0 | 6568.0 | 6532.0 | 6296.0 | 6243.0 | 6137.0 | 6302.0

B TOM 4YHCJIe
JOKTOpPOB
¢uaocopun

Hecmotpst Ha TO, uTO PyHAaAMEHTaNbHAS HayKa HOCUT OOIledesioBeye-
CKHI XapakTep, IPpH OMPECICHUN TPUOPUTETHBIX HAIIPABICHUN HAIIU yUEHbIE
BBIJIBUTAIOT HA MEpPEAHUN IJIaH HallMOHAJIbHBIE UHTEpechl. [IpoBoaMMBIE B MO-
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