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The rapid development of modern technology has changed many realities in the world, 
and information has a special place among these realities. At present, people meet their 
information needs through the media, social networks, etc. pay at the expense of funds. As in 
many countries around the world, the coverage of social network users in our country is many 
times greater than other media. Of course, the number of children and teenagers among these 
users is not small. At the same time, it is impossible not to have harmful information in the flow 
of this information. In general, complete protection from harmful information sounds unrea-
listic. However, it is necessary to discourage certain age groups from such information and to 
develop legislative restrictions and various mechanisms. The article discusses information 
security, prevention of the dissemination of harmful information in relation to age groups and 
the application of sanctions in such cases in the legislation.

As you know, the transition to the information society as a strategic priority in the 
phase,development of concepts of informatization of society and implementation by age, sex, 
language, race, beliefs, religions, worldviews, political views, economic situation, cultural le-
vel, physical Every citizen, regardless of their condition or health should cover. The concept of 
information society - information societymeans - production and use of information, infor-
mationresources, basic technologies of the information society andequipment, new information 
– telecommunicationstechnologies and techniques, etc. understood. Information The main cha-
racteristics of the society are:mass information needs in societypayment; information economy 
in society; societyhigh level of information needs of its members; in societyhigh information 
culture, open to community membersexpansion of information networks; single information-
perspectives of formation and development of the environment; information security for 
community members; globalizationand the level of integration, and so on. In other words infor-
mationall of society as characteristic features of societyProvide members with adequate and 
sufficient informationand high-level information services. Such is the result of all thisit can be 
deduced that the information society is an industrial societyin contrast it is a more intellectual 
society and higher in peoplecreates conditions for educated, skilled, determined, 
comprehensive development.

It is also one of the main factors in the development of society information culture [10].
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What is information security
Currently, both information security problems relevant for both citizens 

and organizations. Information Security is also becoming an important process 
in public administration. Information security problems modern views have 
expanded considerably and now its important aspects not technological issues, 
but management problems and quality of the relevant management system 
organizes issues.

Ensuring that information security is a legalcomplex that envisages 
organizational and technological aspectsrequires an approach. Recently, 
information in our country Unified state policy in the field of security, legal
Improving the base, at the level of government agenciescreation of organi-
zational structures and their functioningalong with the launch of information 
security technologypurposeful work in the field of creating componentsis 
carried out.

The subject of information security is oftenunderstood as confidentiality, 
completeness andas ensuring accessibility. Howeverthe subject of information 
security is broader.Information security is not consist of only computers and 
networks. Information securiryin modernsociety penetrates all social processes 
of society, becomes an integral part of the national security of any state [8].

Although seversl national and international laws attempt to address 
human rights considerations in forming information security standards, the 
negative reflects on human rights caused by overarching and broad information 
security laws and principles has become apparent to civil society advocates.
Guaranteed under the United Nations’ Universal Declaration of Human Rights 
(UDHR) and the International Covenant on Civil and Political Rights (ICCPR), 
including freedom of expression, freedom of speech, the right to privacy, 
freedom of opinion, and freedom of association as some of the most basic 
rights of all humans. In response to the creation of the Internet as a new 
platform for expressing basic human rights, the UN Special Rapporteur on 
Freedom of Opinion and Expression and free expression rapporteurs from 
Europe, Latin America, and Africa signed a joint declaration confirming that 
“freedom of expression applies to the Internet” in 2011. In July 2012 the UN 
Human Rights Council further confirmed that “the same rights that people have 
offline must also be protected online,” thus making the formerly mentioned 
human rights declarations of UDHR, ICCPR applicable to the Internet. A 
number of cybersecurity laws and measures that have been taken by individual 
countries could have a negative impact on online speech and freedom of 
expression by directly infringing upon such rights or creating a chilling effect 
on the desire of people to express their rights[10].

Information security legal measures must refer to the following aspects: 
security in electronic communications; use for criminal purposes of 
information systems; protection of personal data and private life; certification, 
digital signatures and Public Key Infrastructure-PKI etc. Fight against 
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cybercrime imposes also the modernization of law enforcement agencies, the 
creation of structures specialized in cybercrime, as well as the professional 
training in the field of cybercrime of law enforcement bodies.Over the past 
years, concerns about human rights violations in information security have 
been addressed on both the international and national level.States should 
harmonize their legislation to the legislation of international organizations 
and each other for effective regulation. 

According to many sources, information security is consist of the 
protection of information resources, prevention of cyber attacks, effective 
protection of personal data of information carriers and non-disclosure to third 
parties, protection of state-level database systems, adequacy of sanctions for 
violations of this legal relationship. True, this is so. But information security is 
not consists of only theses issues. Information security is not just about the 
security of the information itself. Information security should also include the 
prevention of the negative effects of certain groups of information, such as 
harmful information, on certain categories of society, the elimination of such 
effects, and the protection of the violated rights of individuals as a result of the 
dissemination of such information. So there 2 directions of information 
security. We discuss the second direction of information security.as a result, 
both situations pose a threat. The first is the threat to the information itself and 
to the subject of the information. The second case is the threat posed by direct 
information itself.

According to the different sources it is considered harmful or illegal 
information which break the law of followings and these are covered by 
different legal regimes and instruments at the national and international level.

-national security (instructions on bomb-making, illegal drug production, 
terrorist activities);

-protection of minors (abusive forms of marketing, violence, pornography);
-protection of human dignity (incitement to racial hatred or racial 

 
nformation security is protection of 

information resources. it is just 
about the security of the information 
itself. 

First 
direction

Information security is not just about the 
security of the information itself. 
Information security should also include 
the protection from negative reflects of 
information. t is about security versus 
informaiton.  

Second direction 

40 



discrimination);
-economic security (fraud, instructions on pirating credit cards);
-information security (malicious hacking);
-protection of privacy (unauthorised communication of personal data, 

electronic harassment);
-protection of reputation (libel, unlawful comparative advertising);
-intellectual property (unauthorised distribution of copyrighted works, 

e.g. software or music) [11].
Althought there are useful aspects of internet but there is negative sides.

They are rised problems in commercial, public, political, and legal interest. 
Reflecting these issues EU adopted the desision. The EU Commission is fully 
aware of the importance of these issues.EU Commission noted that when the 
information is considered illegal and harmful information.

- if the right balance between ensuring the free flow of information 
andguaranteeing protection of the public interest is disturbed. There are two
elements 

- free flow of information
- guaranteeing protection of the public interest
According to the EU Commission it is a test for determining illegal and 

harmful information.These problems need innovative and specific solutions 
which rapidly co-ordinatedwith EU and international level.

We are right to think that the Internet is useful in the reality we live in. 
However, this is not always beneficial, especially as it can become an 
uncontrolled and dangerous place for children. There is enough information for 
children on the Internet, but we must not forget that there is harmful 
information. Protecting children is one of the main responsibilities of society. 
Each of us must protect them, protect their rights. It is necessary not only to 
provide, but also to protect against harmful information spread on social 
networks and the media. Of course, the root of the solution to this problem is 
education.

At a time when there is free access to the Internet, the vast majority of 
people use the Internet, especially social networks, making it difficult for 
children to protect themselves from harmful information. In connection with 
the implementation of the age-appropriate right of children in our country, the 
Law "On Protection of Children from Harmful Information", which defines 
measures to protect children from harmful information and regulates relations 
in this area, came into force on January 1, 2020. It should be noted that the law 
consists of 19 articles and 5 chapters [7]. Prioritizing the interests of children,
ensuring their rights and freedoms, creating conditions for the circulation of 
information products that are safe for their life and health, ensuring their 
comprehensive development and socialization, as well as violence, cruelty, 
alcohol and energy drinks, as well as tobacco, anti-social behavior and so on. 
Inadmissibility of dissemination of information is one of the main principles of 
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the law. As for information that is prohibited for circulation among children, it 
includes information that promotes violence and cruelty, anti-social and illegal 
actions, as well as information that promotes crime, acts that pose a potential 
threat to children's lives and safety, discredits the family institution, immoral 
lexical (swearing) content and so on. In addition, the law specifies the accuracy 
of information restricted to children of certain age groups. These include 
information that demonstrates violence and cruelty, information with non-
domestic lexical (slang) content, information with fear.

It should be noted that the law also carries out the age classification of 
information products. Thus, the classification of information products accor-
ding to the age category is determined taking into account the characteristics of 
normal mental development of children belonging to different age groups.

It is not allowed to disseminate information products prohibited for 
children without the use of administrative, technical software and equipment in 
places where children can be. The producer and disseminator of information, 
the circulation of which is prohibited or restricted among children, shall be 
obliged to comply with the rules established by the said Law. Penalties are 
applied in case of violation of the law.

It is not allowed to distribute information products prohibited for 
circulation among children in educational institutions for children, medical, 
sanatorium-resort, physical education and sports, culture, recreation and health-
improving institutions or at a distance of less than one hundred and fifty meters 
from the borders of these institutions. Otherwise, administrative liability is 
envisaged. Thus, individuals are fined in the amount of five hundred to one 
thousand manats, officials in the amount of one thousand five hundred to two 
thousand five hundred manats, legal entities in the amount of three thousand to 
four thousand manats.

Relations related to the protection of children from harmful information 
are regulated by the Law "On protection of children from harmful information" 
dated October 30, 2018. This Law is in force from January 1, 2020 [7].

The legislation of the Azerbaijan Republic on protection of children from 
harmful information consists of the Constitution of the Azerbaijan Republic, 
international agreements to which the Azerbaijan Republic is a party, this Law 
and other normative legal acts.

Harmful information for children is information that is not intended for 
children and has a negative impact on the physical or mental health of the 
child, as well as information that distorts their spiritual, mental, physical or 
social development through the formation of distorted social perceptions.

The main principles of protection of children from harmful information 
are the interests of children, ensuring their rights and freedoms, creating 
conditions for the circulation of information products that are safe for their life 
and health, ensuring their comprehensive development and socialization, 
violence, cruelty, drugs and psychotropic substances, alcohol. the inadmissi-
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bility of alcohol and tobacco products, anti-social behavior, the dissemination 
of pornographic information, the introduction of harmful information products, 
as well as the prevention of offenses against children using information 
technology and the implementation of international cooperation in protecting 
children from harmful information [8].

Prohibited information among children includes information that 
promotes violence and cruelty, information, anti-social and illegal actions, as
well as crimes and acts that pose a potential threat to their lives and safety, 
discredits the family institution, immoral lexical (swearing) content, 
pornographic information is done.

Information with limited circulation among children of a certain age 
group includes non-domestic lexical (slang), fearful, erotic information that 
demonstrates violence and cruelty.

It is not allowed to disseminate information products prohibited for 
children without the use of administrative, technical software and equipment in 
places where children can be. The circulation of information restricted to 
children of a certain age group shall be carried out in accordance with this 
Law. The producer and disseminator of information prohibited or restricted to 
children shall be obliged to comply with the rules established by this Law [11].

Age classification of information products is carried out in accordance 
with the Law. The classification of information products according to age 
category is carried out as follows, taking into account the characteristics of 
normal mental development of children belonging to different age groups:

- "universal" - there are no restrictions on circulation for any age group;
- "Under 6 years old" - circulation among children under the age of six is 

allowed;
- "from 6 years" - circulation is allowed among children over six years of age;
- "From 12 years old" - circulation among children over twelve years of 

age is allowed;
- "From the age of 16" - circulation is allowed among children over the 

age of sixteen;
- "From 18 years old" - circulation among children is not allowed [7].
Classification of an information product by age shall be carried out by its 

producers before the circulation of the product in the territory of the Azerbaijan 
Republic independently or with the participation of an expert in accordance 
with the law.

The classification of information products by age assesses the subject, 
genre, content and artistic design of the information product, the characteristics 
of the acquisition of information by children of a certain age, the likelihood of 
information harming children's health and physical, mental and moral 
development. Evaluation of seized information products is carried out in 
accordance with the legislation of the Republic of Azerbaijan on education, 
taking into account the requirements of the said Law.
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Information products belonging to the "universal" age category include 
information products intended for general use that do not harm the health and 
development of children. The "18 years old" category includes information 
products prohibited by law for children. The rules for assigning products to age 
categories shall be established by the relevant executive authority.

Broadcasters of information products are obliged to ensure the placement 
of the age-appropriate sign of the information product and the text on the age 
restriction in a special frame before the presentation of each information 
product during the provision of television, film and video services.

Individuals and legal entities providing telecommunications services 
must take measures to protect children from harmful information in accordance 
with the Law on Telecommunications. Appropriate measures are taken by 
individuals and legal entities providing telecommunications services to protect 
children from harmful information where possible, with the use of technical 
software and hardware. Internet information resources should include a 
warning text restricting the dissemination of information products among 
children.

Advertising of information products intended for children (including 
telecommunication networks, including information products disseminated via 
the Internet and cellular (mobile) communication networks) on their invol-
vement in the development of harmful information products is not allowed. 
The content and artistic design of information products must correspond to the 
content and artistic design of information products intended for children under 
six years of age. must fit into the category.

The first and last pages of a printed publication intended for distribution 
to a limited number of persons, the front and back cover of a printed product or 
other printed product shall not contain information that is prohibited for 
circulation among children. It is not allowed to disseminate information 
products prohibited for circulation among children in educational institutions 
for children, medical, sanatorium-resort, physical education and sports, culture, 
recreation and health facilities or at a distance of less than one hundred and 
fifty meters from the borders of these institutions.

Examination of information products for the purpose of age classification 
is carried out by natural persons (experts) who have received a qualification 
certificate from the relevant executive authority in accordance with the law. 
The relevant executive authority shall maintain the register of experts and 
expert organizations and control their activities.

Examination of an information product for the purpose of age clas-
sification shall be organized by the manufacturer or distributor of the 
information product in accordance with the said Law.

The manufacturer and (or) distributor of an information product shall, in 
accordance with the expert opinion, mark the information product in 
accordance with the age category or replace the previous age category sign 
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with another age category, in order to prevent children from obtaining in-
formation products prohibited for children. application of seized administra-
tive, technical software and equipment and cessation of dissemination of 
information products prohibited or restricted to children, without application of 
administrative, technical software and equipment provided for in this Law, 
including at a time convenient to children and in public places or completely 
withdrawn from circulation. makes one of the decisions [8].

The Code of Administrative Offenses of the Republic of Azerbaijan [2]
provides for liability for violation of the legislation on the protection of 
children from harmful information. Thus, according to Article 388-2 of the 
Code of Administrative Offenses, violation of the legislation on protection of 
children from harmful information, ie dissemination of information products 
prohibited for children without the use of administrative, technical software 
and equipment, protection of children from harmful information Dissemination 
of information products in the country without providing age classification in 
accordance with the Law of the Republic of Azerbaijan, as well as without 
marking in accordance with the relevant age category, except for cases 
specified by this Law before the presentation of the product in a special frame 
about the age category of the information product and the age limit, as well as 
in Internet information resources not to place a text on the warning restricting 
the dissemination of information products among children, not to carry out the 
warning about the age category of this information product during the 
broadcast of information products of "18+" age category on TV and radio, and 
not to sound during radio broadcasting, in information products intended for 
children (including telecommunication networks, information products 
disseminated via the Internet and cellular (mobile) communication networks) 
to place advertisements on their involvement in the production of malicious 
information products, on the first and last pages of the printed publication 
intended for distribution to a limited number of persons; on the front and back 
cover of another polygraphic product to reflect information that is prohibited 
for circulation among children or to disseminate that information product 
without packaging, to circulate among children Individuals in the amount of 
five hundred to one thousand manats individuals shall be fined in several 
amount [2].

Undoubtedly, children's literature, which is an integral part of fiction, is 
one of the direct means of education and the formation of a new generation of 
artistic taste. For this reason, each literary example, in addition to having a
positive impact on the formation of our future children, should be written in a 
content and style appropriate to the psychology and interests of children.It 
should be noted that the use of the means does not meet the requirements of the 
relevant legislation of the Republic of Azerbaijan, taking into account the 
negative effects of the expressions used in the above-mentioned printed 
product on minors. Thus, the information that discredits the institution of the 
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family is classified as information prohibited for children. According to Article 
4 of the Law of the Republic of Azerbaijan "On protection of children from 
harmful information", the distribution of these information products among 
children is prohibited [7].

It should be noted that according to Article 388-2.0.2 of the Code of 
Administrative Offenses[2 ], the information product is classified according to 
age in accordance with the Law of the Republic of Azerbaijan "On protection 
of children from harmful information", as well as except as provided by this 
Law. There is an administrative liability for distribution in the country without 
marking according to the age category.

According to the “Rules for assigning information products to age 
categories” approved by the Resolution of the Cabinet of Ministers of the 
Republic of Azerbaijan dated July 29, 2020 [9], the dissemination of infor-
mation products without an expert opinion causes administrative liability.

As the State Committee for Family, Women and Children's Affairs, we 
emphasize that the dissemination of such information products for the use of 
children is not expedient, and we note that appropriate measures will be taken in 
accordance with the law for the dissemination of information.

According to the Code, the dissemination of information products prohibited 
to children, without the use of administrative, technical software and equipment, 
without providing age classification, as well as the dissemination of information 
products in the country without marking the relevant age category, for non-
placement of the age category sign and age limit of the information product in a 
special frame before the demonstration of each information product during the 
broadcasting of television, film and video services by the broadcasters, as well as 
the warning on the Internet information resources restricting the dissemination of 
information among children individuals in the amount of 500 to 1000 manats, 
officials in the amount of 1500 to 2000 manats, legal entities in the amount of 
3000 to 4000 manats is intended. In addition, individuals are prohibited from 
distributing prohibited information among children in educational institutions for 
children, medical, sanatorium-resort, physical education and sports, culture, 
recreation and health facilities, or less than 150 meters from the borders of these 
institutions. manat to 1,000 manat, officials will be fined from 1,500 to 2,000 
manat, legal entities will be fined from 3,000 to 4,000 manat [2].

At the same time, when broadcasting information products of the age 
category "18+" on TV and radio, the warning about the age category of this 
information product should not be carried out with a signal during television 
and radio broadcasting, in information products for children (telecommuni-
cation networks, including the Internet children on the front and back covers of 
printed matter and other polygraphic products, including advertisements on 
information products and cellular (mobile) communication networks, their 
involvement in the production of harmful information products; A fine of the 
same amount shall be imposed for the disclosure of information prohibited for 
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circulation or distribution of that information product without packaging [11].
According to the law, the dissemination of information products, the 

circulation of which is prohibited among children, is not allowed in places 
where children can be, without the use of administrative, technical software 
and equipment. The producer and disseminator of information that is pro-
hibited or restricted to children is obliged to follow these rules.

The law does not allow the information on the first and last pages of a 
printed publication, on the front and back cover of a printed product or other 
printed product to be prohibited for children to circulate. But for the 
implementation of the law, mechanisms must be created that everyone con-
siders acceptable. Mechanisms should be designed to facilitate the dissemi-
nation of information that is useful to society, as well as information that is 
harmful to children. Given the rapid development of the global Internet and 
technology, the protection of children from harmful information, as well as 
educating them to ensure their information security is one of the most pressing 
issues today.

In the world of modern technology, it is good for children to be aware of
innovations, to search, to be interested. It increases their outlook, information
and data. and the development of video materials. The development of the
global Internet has made us very secure in the virtual world. At present, there
are no borders to ensure our "security". We receive various types of informa-
tion from the Internet en masse, and even fall under this flow of information. In
the virtual world, we are deprived of this inner immunity, not because of our
physical existence, but because of our virtual existence, and because there are
no barriers that will ensure our "security". And there are no borders. Our
profile on social networks has been hacked many times, and by analogy, it is
like a stranger entering our house without permission. Please note that our
social media profile, e-mail and other electronic registrations contain all the
information about our personal and business life. If interference can occur at
any time, then we are in danger [12] .

How to solve the security problem in the virtual world
Unfortunately, we do not fully understand how to ensure the safety of our

children in the virtual world, how to protect them from possible unpleasant
situations, and there is uncertainty in this regard. Access is available to anyone
from anywhere in the world. And because we are not physically in this world,
we do not subconsciously feel afraid of contact with a stranger, so we
communicate, write, and sometimes make friends with any stranger. In normal
life, children have very little access to restricted or prohibited unethical, illegal
and other such means of printing. On the Internet, any information is like an
open buffet. Therefore, children's access to certain sites on the Internet,
especially social networks, should be restricted and strictly controlled.

The dissemination of information in electronic and print media that
directly allows the identification or disclosure of minors who have been
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subjected to illegal or unethical acts should be prohibited. Information that
contradicts our national mentality and values and promotes non-traditional
human relations should also be prohibited. should come up from time to time

It is no secret that our children are sometimes blackmailed, insulted and
threatened through social networks, knowingly or unknowingly, and every day
they come across information that promotes crime. We do not intend to create
the impression that the Internet and social networks are bad and dangerous.
The reasons listed above alone make it necessary to restrict children's access to
certain sites on the Internet.

Another aspect of the issue is the protection of children from harmful
information. As you know, the media is an open platform. Children can read
the materials there as adults. In this regard, what we call a child is a slightly
broader concept. Adolescents, adults and so on.the incoming information can
be noted. This is the case in most developed foreign countries. There is a
question of marking information in the legislation that puts signs on television,
for example, in movies (for example, 18+) and so on.

According to the modern level of development in mass communications
and information technologies, parents and teachers are often unable to protect
children from information that is negative or may be harmful to them. [10]

Article 2 of the Law of the Republic of Azerbaijan on National Security
of 2004 [3] is called the objects of national security of the Republic of
Azerbaijan. According to the law, the objects of national security include man -
his rights and freedoms, society - his material and moral values, the state - its
independence, sovereignty, constitutional order and territorial integrity. Article
3 is called the subjects of national security of the Republic of Azerbaijan. By
subjects, the subjects of national security of the Republic of Azerbaijan are the
state authorities established to ensure the security interests and needs of the
people, society and the state. Dissemination of harmful information and
violation of the rights of any individual from it is a direct violation of this law.
Because, depending on the content, the dissemination of harmful information
means a violation of society - its moral values. Thus, as subjects of national
security, public authorities must take important measures to protect society and
its moral values by controlling the dissemination of harmful information.

The legislative practice of the Republic of Azerbaijan in this area is 
relatively poorly developed. In this area, we can cite the few normative legal 
acts mentioned above. However, there is a serious need for improvement in this 
area. Improvements should be made first at the legislative level and then at the 
practical level. This may include the preparation and adoption of draft laws 
regulating this area, as well as amendments to existing legislation covering the 
same legal system, and instructing the relevant agencies to intensify work in 
this area and monitor them. For example, Article 33 of the Law of the Republic 
of Azerbaijan on Access to Information [4] is called the requirements for 
Internet information resources. It contains information on what information is 
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allowed to be placed on Internet information resources. At the same time, it 
was noted what information he refused to post. It is shown here that-obsolute,

-incomplete,
-Only inaccurate or confusing information Internet information resources
The placement of these listed information resources is denied. However, 

these concepts do not cover the concept of harmful information. Therefore, there is 
no provision in the law prohibiting the posting of harmful information. At the 
same time, it was not specified what information was related to the malicious 
information. It is true that the Law Of The Republic Of Azerbaijan provides a 
number of definitions on the protection of children from harmful information. 
However, children are considered here only as a specific risk group. In each case, 
the definition of malicious information has not been given and it has not been 
determined what information falls within its scope. We propose to add to the 
relevant article of the Law of the Republic of Azerbaijan on Access to Information
[4] the concept of harmful information and which information belongs to it.
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Bir çox m nb l r sas n informasiya t hlük sizliyi informasiya run-
rdl xsi m -

la kild mühafiz xsl r ötürülm m si, dövl t s viyy li 
database sisteml rinin mühafiz si, bu hüquq münasib tl qanunveri-
cilikd n z rd ziyy t g tirilm sind n ibar
bel dir. Lakin informasiya t hlük h-
lük hlük sizliyini n z rd tutmur v -
formasiya t hlük sizliyi, el c d mü yy m s l n, z r rli informasiya-

miyy tin mü yy nfi t sirl bel t sirl rin 
tic sind f rdl -

lidir. -
yada risind informasiy

b k v s. vasit l
öd yirl l rind mizd d b k istifad çi-
l rinin hat dair si dig r informasiya vasit l rind n d f l rl böyükdür. T bii ki, bu istifa-
d çil l rin d az deyil. Eyni zamanda bu informa-

r z r rli infor-
masiyadan tamamil qorunmaq qeyri-real s sl nir. Lakin mü yy n q d r müyy la-

kindirm k v qanunvericilik s viyy sind m hdudiyy tl r v
müxt lif mexanimzl qdir. M qal d informasiya t hlük -

münasib td z r qanunvericilikd
bel hallara gör tbiqind n b hs edilir.

Açar sözl r: hlük sizliyi, z r rli infor-
masiya, dövriyy an edil n informasiya
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2010 2011 2012 2013 2014 2015 2016 2017 2018 2019

-
-

-

145.0 143.0 140.0 140.0 145.0 141.0 135.0 137.0 133.0 132.0

-
-

17924.0 18687.0 21573.0 22358.0 23329.0 23093.0 22527.0 20580.0 20179.0 20790.0

843.0 933.0 1329.0 1392.0 1554.0 1534.0 1476.0 1414.0 1415.0 1466.0

3554.0 3727.0 5433.0 5444.0 6568.0 6532.0 6296.0 6243.0 6137.0 6302.0
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